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The following Hirschmann products are affected by the vulnerability described in
VU#793496 (http://www.kb.cert.org/vuls/id/793496):

RS, RSR, RSB, MACH100, MACH1000, MACH4000, MS, OCTOPUS, RSP, RSPE, RSPS, RSPL,
MSP, EES, EESX, GRS, OS, RED, HiSecOS EAGLE20/30

We have rated this issue as an issue in the OSPF protocol itself with moderate security
impact. This issue is not currently planned to be addressed in future updates.“
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