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Schneider branded Hirschmann products are not affected by the vulnerabilities described as
ICMP Unreachable DoS Attacks (aka "Black Nurse"), because ICMP type 3, code 3 packets
cause no higher CPU load than other packets handled by the CPU.
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