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Schneider branded Hirschmann products are not affected by the vulnerabilities described
in ICSA-10-214-01.
Either the products are not using VxWorks as operating system or if it is used then the
VxWorks debug service is not running and the VxWorks authentication API is not used.
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