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Schneider branded Hirschmann products are not affected by the vulnerabilities described in
BSECV-2016-3.
The affected code path is not reachable on the devices.
They do not support public key authentication and have it statically disabled.
Users are not able to change this behavior.
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