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The classic switches with release 9.0.0 support for HTTPS access following combinations:
prio  ciphersuite               protocols  
1      AES128-SHA          TLSv1      
2      RC4-SHA                TLSv1      
3      RC4-MD5                TLSv1
The most secure combination is used depending on the accessing browser.
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